ACCOUNT VERIFICATION SERVICES
REQUEST FOR PROPOSAL
6100062752
TECHNICAL SUBMITTAL


Section 301.5 of the Fiscal Code (added by Act 54 of 2022) requires state agencies that process payments through the Treasury Department (Treasury) to use account validation services (AVS) to assure that payments of state funds are made to valid payee bank accounts. The Commonwealth of Pennsylvania, Department of Labor and Industry on behalf of the State Workers’ Insurance Fund (SWIF) seeks a supplier to provide these account verification services.  

The initial contract term shall be two (1) year with four (4) additional single year renewal options.  No work may be performed without the issuance of a fully executed purchase order. 


I-1.	Statement of the Project. State in succinct terms your understanding of the project presented, or the service required by this RFP.

The Pennsylvania Fiscal Code was amended (Act of July 11, 2022 (Act No. 54, P.L. 540)) to include Section 301.5, captioned “Commonwealth Payment Security,” requiring the implementation and maintenance of electronic payment security standards consistent with national financial industry standards. The Act directs that, “the electronic payment security standards, measures and procedures required …. shall be designed to confirm and verify the existence, status, standing, maturity, and signatory authority of the banking account, authenticate account-ownership and control, and accurately identify the identity of intended payment counterparties, prior to the 4 initiation and completion of a payment to the account or against the account.”

The provider’s solution shall be able to deliver a determination of the validity of a bank account and routing number. Specifically, the qualified Provider shall determine whether the financial data provided to Agencies, as the payee’s self-attested bank account information, is accurate, correct, valid, and matches the identity of the bank account owner/authorized signatory of the direct deposit bank account information provided (to include verification of pre-paid cards to the extent applicable).
The provider’s solution shall include identity verification services that use additional details about the individual requesting the bank account addition or change to identify potentially fraudulent actors.

Offeror Response

I-2.	Qualifications.

A. Company Overview. To be considered, the provider must be qualified by the Pennsylvania Department of Treasury to provide Account Validation Services to Commonwealth agencies. Account Validation Services (patreasury.gov)
Offeror Response

B. Prior Experience. Include experience in Account Validation Services Experience shown should be work done by individuals who will be assigned to this project as well as that of your company. Studies or projects referred to must be identified and the name of the customer shown, including the name, address, and telephone number of the responsible official of the customer, company, or agency who may be contacted.

Offeror Response


C. Personnel. A resource to answer questions and/or provide information about service results and a technical resource to provide support in establishing the Application Programming Interface (API) connection must be available during the implementation of the service.

Offeror Response

I-3.	Training. If appropriate, indicate recommended training of agency personnel. Include agency personnel to be trained, the number to be trained, duration of the program, place of training, curricula, training materials to be used, number and frequency of sessions, and number and level of instructors.

Offeror Response


I-4.	Requirements.

· The solution shall allow for validation checks to be processed individually, by batch, or through an API connection to the Commonwealth SAP instance.
· The solution shall have the ability to validate a bank account and bank account ownership.
· The solution should allow for users to select which validation check(s) to be performed based on business needs associated with that account.
· The solution shall provide access to transactional reporting for use in verifying the accuracy of invoices submitted for payment.
· The offeror may provide any additional, optional verification services available.
· Account Verification – verifies the status and existence of a bank account
· Ownership Verification – verifies the ownership of a bank account
· Identity Verification – verifies the identity of the individual or business
· Other Verification - other available verification services available.



I-5. Emergency Preparedness. 

To support continuity of operations during an emergency, including a pandemic, the Commonwealth needs a strategy for maintaining operations for an extended period. One part of this strategy is to ensure that essential contracts that provide critical business services to the Commonwealth have planned for such an emergency and put contingencies in place to provide needed goods and services.
1. Describe how you anticipate such a crisis will impact your operations.
2. Describe your emergency response continuity of operations plan. Please attach a copy of your plan, or at a minimum, summarize how your plan addresses the following aspects of pandemic preparedness:
a. Employee training (describe your organization’s training plan, and how frequently your plan will be shared with employees);

b. Identified essential business functions and key employees (within your organization) necessary to carry them out;

c. Contingency plans for:

i. How your organization will handle staffing issues when a portion of key employees are incapacitated due to illness, and.

ii. How employees in your organization will carry out the essential functions if contagion control measures prevent them from coming to the primary workplace.

3. How your organization will communicate with staff and suppliers when primary communications systems are overloaded or otherwise fail, including key contacts, chain of communications (including suppliers), etc. and;

4. How and when your emergency plan will be tested, and if the plan will be tested by a third-party.

Offeror Response

I-5.	Reports and Project Control. 

Offeror Response

A.	Problem Identification Report. An “as required” report, identifying problem areas. The report should describe the problem and its impact on the overall project and on each affected task. It should list possible courses of action with advantages and disadvantages of each, and include Offeror recommendations with supporting rationale; and

Offeror Response

I-6.	Objections and Additions to Standard Contract Terms and Conditions. The Offeror will identify which, if any, of the terms and conditions contained in the Buyer Attachments section that it would like to negotiate and what additional terms and conditions the Offeror
would like to add to the standard contract terms and conditions. The Offeror’s failure to make a submission under this paragraph will result in its waiving its right to do so later, but the Issuing Office may consider late objections and requests for additions if to do so, in the Issuing Office’s sole discretion, would be in the best interest of the Commonwealth. The Issuing Office may, in its sole discretion, accept or reject any requested changes to the standard contract terms and conditions. The Offeror shall not request changes to the other provisions of the RFP, nor shall the Offeror request to completely substitute its own terms and conditions for this RFP. All terms and conditions must appear in one integrated contract. The Issuing Office will not accept references to the Offeror’s, or any other, online guides or online terms and conditions contained in any proposal.

Regardless of any objections set out in its proposal, the Offeror must submit its proposal, including the cost proposal, based on the terms and conditions set out in the Terms and Conditions contained in the Buyer Attachment section. The Issuing Office will reject any proposal that is conditioned on the negotiation of the terms and conditions set out in the Terms and Conditions contained in the Buyer Attachment section or to other provisions of the RFP.

Offeror Response
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