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[bookmark: _Toc96515162]
Agreement Overview
This Agreement represents a Service Level Agreement ("SLA" or "Agreement") between selected Offeror (the "Service Provider") and Department of Labor and Industry (the "Customer") for the provisioning of services (the "Service" or "Services") required to support and sustain UCMS application.
This Agreement remains valid until superseded by a revised agreement mutually endorsed by the both the Service Provider and the Customer.
This Agreement outlines the parameters of all IT services covered as they are mutually understood by both the Service Provider and the Customer. This Agreement does not supersede current processes and procedures unless explicitly stated herein.
[bookmark: _Toc96515163]Goals and Objectives
The purpose of this Agreement is to ensure that the proper elements and commitments are in place to provide consistent IT service support and delivery to the Customer(s) by the Service Provider(s).
The goal of this Agreement is to obtain mutual agreement for IT service provision between the Service Provider(s) and Customer(s).
The objectives of this Agreement are to:
· Provide clear reference to service ownership, accountability, roles and/or responsibilities.
· Present a clear, concise, and measurable description of service provision to the customer.
· Match perceptions of expected service provision with actual service support & delivery.
[bookmark: _Toc96515164]Periodic Review
This Agreement is valid from the Effective Date outlined herein and is valid until further notice. This Agreement should be reviewed at a minimum once per fiscal year; however, in lieu of a review during any period specified, the current Agreement will remain in effect.
The EBR IT Project Manager ("Document Owner" or “PM”) is responsible for facilitating regular reviews of this document. Contents of this document may be amended as required, provided mutual agreement is obtained from both the Service Provider and the Customer and communicated to all affected parties. The Document Owner will incorporate all subsequent revisions and obtain mutual agreements / approvals as required.
· Document Owner: EBR IT Project Manager
· Effective Date: 90 days after contract start date.
· Review Period: Bi-Yearly (every 6 months)


[bookmark: _Toc96515165]Service Scope
The following Services are covered by this Agreement:
· The functionality provided by the requested development and support of UCMS application
[bookmark: _Toc96515166]Customer Requirements
Customer responsibilities and/or requirements in support of this Agreement include:
· Payment for all Application Maintenance and Operational Support costs at the agreed interval.
· Reasonable availability of customer representative(s) when resolving a service-related incident, problem, service request or change request.
[bookmark: _Toc96515167]Service Provider Requirements
Service Provider responsibilities and/or requirements in support of this Agreement include:
· Provides a level of service that meets the Service Level Targets (SLT or SLTs), without falling below the Service Level Minimums (SLM or SLMs) outlined herein.
· Identify and define a corrective action plan for each Service Level Minimum not achieved, to be delivered, in writing to the PM within 15 calendar days into the subsequent Reporting Window.
· Obtains agreement from the Customer before altering the Priority of any incident, problem, service request or change request.
· Credit of Application Maintenance and Operational Support costs outlined herein, or another acceptable remediation agreed to by the Customer in the event that a Service Level achieved falls below the Service Level Minimum in a Reporting Window, not to exceed the Maximum at Risk Amount.


[bookmark: _Toc96515168]Service Assumptions
[bookmark: _Toc86927160]Assumptions related to in-scope services, applicable terms and/or components may include:
Change - The addition, modification, or removal of anything that could have an effect on an IT service or Configuration Item (CI), including changes to all architectures, processes, tools, metrics, and documentation. 
· The types of changes, defined by the Commonwealth of Pennsylvania, Office of Administration’s Change Management Process, include:
1: Emergency
2: Expedited
3: Normal
4: Standard
Degradation—One or more critical business functions of the Service is unavailable or affecting 33% or more of the users at one or more locations. 
Earn Back – The duration of time for the Service Provider to recoup (or delay the refunding to the Customer) service credits by performing at or above the defined Service Level Target (SLT).
Impact – The measure of the effect of an incident, problem or change may have on the Customer, the EBR Delivery Center or the Commonwealth of Pennsylvania as a whole. The impact becomes greater as the scope of customers affected increases. 
· Categorization of Impact includes:
	1: Extensive/Widespread 
	Majority or all customers, statewide, regardless of location, district and/or bureau

	2: Significant/Large
	Numerous customers in most locations, districts and/or bureaus

	3: Moderate/Limited
	Several customers within a couple locations, districts and/or bureaus

	4: Minor/Localized
	Single customer or small group of customers at a single location, district and/or bureau


Incident - An unplanned interruption to the Service or a reduction in the quality of the Service. Failure of a configuration item that has not yet impacted service is an incident. For example, failure of one disk from a mirror set is a failure that does not immediately reduce a service.
IT Service Management (ITSM) Tool – An application that provides tight integration of functions specific to IT service support (such as incident, problem, change, release governance and request management).
· The ITSM Tool and system of record for the Service is: CWOPA ServiceNow
Maximum at Risk Amount – A defined percentage of service fees or a total dollar value which is not exceeded when assessing service credits, limiting the risk to the service provider.   
Priority – Priority is the importance with which an assignment or task is to be completed. 
· Priority values used for the Service include:
5: Critical
6: High
7: Medium
8: Low
The Priority values above indicate the importance with which an assignment or task is to be completed. An assignment or task with a Critical priority should be completed before an assignment or task with a High priority, and so on.
· Priority is derived based upon the Impact and Urgency as noted below:
	
	Urgency

	
	1: Critical
	2: High
	3: Medium
	4: Low

	[bookmark: _Hlk95291259]Impact
	1: Extensive/Widespread 
	1: Critical
	1: Critical
	2: High
	4: Low

	
	2: Significant/Large
	1: Critical
	2: High
	3: Medium
	4: Low

	
	3: Moderate/Limited
	2: High
	2: High
	3: Medium
	4: Low

	
	4: Minor/Localized
	2: High
	3: Medium
	3: Medium
	4: Low



Problem - A cause of one or more incidents. The cause is not usually known at the time a problem record is created, and the problem management process is responsible for further investigation. A Problem Record contains the details of a problem. Each problem record documents the lifecycle of a single problem. 
Resolution (“Resolved”) – 
· For Incident: Action taken to restore functionality of a service or component. If the root cause of the incident was not addressed or if a workaround was used to restore the service or component, a problem ticket must be opened.
· For Problem: Action taken to repair the root cause of the incident or problem, or to implement a permanent workaround that the Customer agrees is an acceptable solution.
· For Requests: Action taken to provide all requirements of the request or a subset of requirements that the Customer agrees are an acceptable solution.
Service Hours – The Service is to be available, taking into consideration the availability target, during the following hours.
· Daily Hours: 24 hours/day
· Days per Week: 7 days/week
· The Service Hours are presented in Eastern Standard Time (EST).
· During these hours the Service is supported in case of incidents.
· Outside the Service Hours, the Service will remain available, unless it is down due to the scheduled implementation of a change, an off-line backup, or an off-line batch job.
Service Level Agreement Class – There are two classes of SLA, including
· Critical Metric (CM) – These Service Levels are to be reported on and if the performance minimum is not met, credits apply; methodology provides for the ability to change CM to KM
· Key Metric (KM) – These Service Levels are reported on, but no credits apply; methodology provides for the ability to change KM to CM
Service Level Credit (SLC) – the credit available to the Customer should the Provider fail to meet Service Level Minimums.
Service Request (“Request”) – A formal request for something to be provided – for example, a request for information or advice; to reset a password; or to install a workstation for a new user. Service Requests may be linked to a request for change as part of fulfilling the request.
[bookmark: _Hlk491952659]Unavailable—90% or more of the users or critical functions of the Service are affected by the unscheduled downtime or incident.  The Service is completely unavailable to most users.
Urgency – Urgency is a measure of how long it will be until an incident, problem or change has a significant impact on the Customer, the EBR Delivery Center or the Commonwealth of Pennsylvania. 
· Urgency values used for the Service include:
	1: Critical
	Immediate impact with no workaround

	2: High
	Immediate impact with workaround(s) available

	3: Medium
	Approaching impact with or without workaround(s)

	4: Low
	Distant impact or for planning purposes



Workaround—A temporary solution to the problem(s) raised by an Incident, which must be removed for the Problem Record to be brought to Resolution.

	
	
	




[bookmark: _Toc96515169]Service Level Agreements
[bookmark: _Chronic_Problem_Items][bookmark: _Chronic_Problem_Items_1][bookmark: _Toc96505385][bookmark: _Toc95379175]
[bookmark: _Toc96504433][bookmark: _Toc96515170]Service Level Matrix Summary
	SLA #
	Service Level Category
	SLT
	SLM
	Reporting Window
	Review
Frequency
	Earn Back
	SLA Class
	Default Remedy

	SLA 1
	Chronic Problem Items
	0
	1
	Rolling 60 Days
	Monthly
	N/A
	CM
	1.0% of the total cost of the release

	SLA 2
	Time to Respond
	100%
	90%
	Monthly
	Monthly
	N/A
	CM
	1.0% of the total cost of the release 

	SLA 3
	Availability
	100%
	90%
	Monthly
	Monthly
	N/A
	CM
	2.5% of the total cost of the release

	SLA 4
	Incident Notification 
	100%
	90%
	Monthly
	Monthly
	N/A
	CM
	1.0% of the total cost of the release

	SLA 5
	Time to Resolve
	100%
	90%
	Monthly
	Monthly
	N/A
	CM
	1.0% of the total cost of the release 

	SLA 6
	Time to Resolve - Security 
	100%
	90%
	Monthly
	Monthly
	N/A
	CM
	1.0% of the total cost of the release 

	SLA 7 
	Artifacts, Reports, and Deliverables Delivery
	100%
	95%
	Quarterly
	Quarterly
	N/A
	CM
	2.5% of the total cost of the release 





[bookmark: _Chronic_Problem_Items_2][bookmark: _Toc96515171]Chronic Problem Items
	Service Level Reference 
	Class
	SLT
	SLM
	Earn Back
	Effective Date

	Chronic Problem Items
	CM
	0
	1
	N/A
	[mm/dd/yyyy (TBD)]


	Definition
	A single product/service/component with more than 2 associated incidents recorded within the Reporting Window.

	Metric Description
	Service Quality – Chronic problem identification.  This Service Level calculation is the total number of Chronic Problem Items during the Reporting Window.  

	Metric Inclusions
	· Product/Service/Component(s) that are identified as a Chronic Problem during the applicable Reporting Window. 

	Metric Exclusions
	· The Service Level measurement does not include any incidents experienced outside of the Service Provider’s control. 

	Calculation
	Total count of product/service/component(s) identified as Chronic Problem Item(s)

	Hours/Days of Measurement
	24 hours X days in Reporting Window

	Reporting Window
	Monthly

	Reporting Tools / Data Source(s)
	ITSM Tool

	Reporting Format(s)
	Preferred Format: Excel

Report Summary: Summary to include Total Number of Active Services/Devices Measured, Number of Chronic Items, SLT, SLM, Actual SL, SLT Achieved [Yes/No], SLM Achieved [Yes/No]

Detail Report: Detail to include Ticket Number, Status, Service/Device Identifier, Product [Model, Data, etc.], Brief Summary of Problem, Create Date/Time, Resolve Date/Time, Closed Date/Time, Time to Resolve (hh:mm), Total Issues per Service/Device Identifier, Total Time to Resolve per Service/Device Identifier (hh:mm), Proposed Resolution to Chronic Problem, Status of Resolution

Detailed Exclusion Report: Ticket Number, Status, Service/Device Identifier, Product [Model, Data, etc.], Brief Summary of Problem, Create Date/Time, Resolve Date/Time, Closed Date/Time, Time to Resolve (hh:mm), Total Issues per Unique Identifier, Reason for Exclusion

	Remedy Credit
	1.0% credit towards the total cost of the subsequent release per instance exceeding the SLM value.



[bookmark: _Time_to_Respond_1][bookmark: _Toc96505386][bookmark: _Toc96515172]Time to Respond
	Service Level Reference 
	Class
	SLT
	SLM
	Earn Back
	Effective Date

	Time to Respond
	CM
	100%
	90%
	N/A
	[mm/dd/yyyy (TBD)]


	Definition
	The time intervals to respond during the Reporting Window are defined in the following table:  

	Ticket Priority
	Incidents
	Requests

	
	Received during
Service Hours
	Receive outside
Service Hours
	Received at
any time

	1: Critical
	30 Minutes
	120 Minutes
	1 Day(s)

	2: High
	60 Minutes
	4 Hour(s)
	

	3: Medium
	6 Hour(s)
	6 Hour(s)
	1 Day(s)

	4: Low
	
	
	



· Response – A non-automated acknowledgement, recorded in the ITSM Tool that the notification of an incident or request has been received, listing any notable action(s) taken to move forward in resolving the issue. 

	Metric Description
	Timeliness - The percent of tickets responded to within the defined time interval after notification of an incident or request has been received.   The calculation is the total number of tickets responded to on or before defined time interval during the applicable Reporting Window divided by the total number of tickets created during the applicable Reporting Window, expressed as a percentage.

	Metric Inclusions
	· All incoming service incidents and requests (tickets) during the Reporting Window.

	Metric Exclusions
	· Duplicate and cancelled tickets.

	Calculation
	% Timeliness = (Total number of tickets responded to within the defined time interval / Total number of tickets within the month)) * 100

	Hours/Days of Measurement
	24 hours X days in Reporting Window

	Reporting Window
	Monthly

	Reporting Tools / Data Source(s)
	ITSM Tool

	Reporting Format/s
	Preferred Format:  Excel 
Report Summary: Header to include Total Number of Tickets, Number of Tickets that Missed the defined time interval, SLT, SLM, Actual SL, SLT Achieved [Yes/No], SLM Achieved [Yes/No]
Detailed Inclusion Report: Detail to include Ticket Number, Type of Service, Brief Description of Issue, Ticket Create Date/Time, Date/Time of First Response, Time to Respond (hh:mm), Reason Interval was not Met
Detailed Exclusion Report: Ticket Number, Brief Description of Issue, Ticket Create Date/Time, Date/Time of First Response, Time to Respond (hh:mm), Reason for Exclusion

	Remedy Credit
	1.0% credit towards the total cost of the subsequent release



[bookmark: _Availability_2][bookmark: _Toc96505387][bookmark: _Toc96515173]Availability
	Service Level Reference 
	Class
	SLT
	SLM
	Earn Back
	Effective Date

	Availability
	CM
	100%
	90%
	N/A
	[mm/dd/yyyy (TBD)]

	Definition
	Availability of the application/component/service and not in a degraded state.

	Metric Description
	Availability - Percentage of time the application is available and non-degraded.  

	Metric Inclusions
	· All applications/components/services required by the Customer in operation within the Reporting Window.

	Metric Exclusions
	· The Service Level measurement does not include any degradation of the Service experienced outside of the Service Provider’s control. 
· Scheduled maintenance, provided that the Customer is informed of scheduled maintenance that will directly affect the Service before maintenance work commences, and the Customer approves the scheduled downtime.

	Calculation
	% Availability = ((((60 X Daily Hours) X (Days per Week in calendar month)) - Number of minutes the service  is not Available or in a Degraded Condition))) / ((60 X Daily Hours) X (Days per Week in calendar month)) – Scheduled Downtime)))) *100

	Hours/Days of Measurement
	Daily Hours X Service Days in Reporting Window

	Reporting Window
	Monthly

	Reporting Tools / Data Source(s)
	ITSM Tool

	Reporting Format/s
	Preferred Format: Excel
Summary Report: Total Number of Incident Tickets causing Service Unavailability or Degradation, Total Time that the Service was not Available or in a Degraded Condition (hh:mm), SLT (hh:mm), SLM (hh:mm), Actual SL [Average Time to Restore] (hh:mm), % Available, SLT Achieved [Yes/No], SLM Achieved [Yes/No]

Detailed Inclusion Report: Incident Ticket Number causing Service Unavailability or Degradation, Service/Device Identifier, Create Date/Time, Resolve Date/Time, Time-to-Restore (hh:mm), Outage Cause, Resolution

Detailed Exclusion Report: Incident Ticket Number causing Service Unavailability or Degradation, Service/Device Identifier, Create Date/Time, Resolve Date/Time, Time-to-Restore (hh:mm), Outage Cause, Resolution, Reason for Exclusion

	Remedy Credit
	2.5% credit towards the total cost of the subsequent release



[bookmark: _Incident_Notification_1][bookmark: _Toc96504437][bookmark: _Toc96505388][bookmark: _Toc96515174]Incident Notification
	Service Level Reference 
	Class
	SLT
	SLM
	Earn Back
	Effective Date

	Incident Notification
	CM
	100%
	90%
	N/A
	[mm/dd/yyyy (TBD)]

	Definition
	The Notification Window for unavailable or degradation statuses delivered to the Commonwealth/agency are defined in the following table: 

	Ticket Priority
	Incidents

	
	Initial Notification
	Update Notification Intervals

	1: Critical
	30 Minutes
	.5 Hour(s)

	2: High
	30 Minutes
	.5 Hour(s)

	3: Medium
	N/A

	4: Low
	




	Metric Description
	Timeliness –Percent of unavailability or degradation notifications delivered within Notification Window.  Total of unavailability and/or degradation incidents requiring notification minus the total of unavailability and/or degradation incidents not delivered within Notification Window, divided by the total number of unavailable or degradation notifications required within the Reporting Window, expressed as a percentage. 

	Metric Inclusions
	· All incident tickets causing service unavailability or degradation during Reporting Window.

	Metric Exclusions
	· None. 

	Calculation
	% Timeliness = ((Total of unavailability and/or degradation incidents requiring notification - Total of unavailability and/or degradation incidents not delivered within Notification Window) / (Total of unavailability and/or degradation incidents requiring notification)) * 100

	Hours/Days of Measurement
	Daily Hours X Service Days per Week X 52 weeks

	Reporting Window
	Monthly

	Reporting Tools / Data Source(s)
	ITSM Tool

	Reporting Format/s
	Preferred Format: Excel

Summary Report: Total Number of Incidents, Number of Incident Notifications Missed, SLT, SLM, Actual SL, SLT Achieved [Yes/No], SLM Achieved [Yes/No]; 

Detail Inclusion Report: Ticket Number of Incident Causing Service Unavailability or Degradation, Brief Description of Incident, Ticket Create Date/Time, Time to Resolve (hh:mm), Method of Communication, Notified During Notification Window [Yes/No], Reason for Exceeding Notification Window

Detailed Exclusion Report: N/A

	Remedy Credit
	1.0% credit towards the total cost of the subsequent release




[bookmark: _Time_to_Resolve_4][bookmark: _Toc96504438][bookmark: _Toc96505389][bookmark: _Toc96515175]Time to Resolve
	Service Level Reference 
	Class
	SLT
	SLM
	Earn Back
	Effective Date

	Time to Resolve
	CM
	100%
	90%
	N/A
	[mm/dd/yyyy (TBD)]

	Definition
	The time intervals to resolve are defined in the following table:  

	Ticket Priority
	Incidents
	Requests

	
	Received during
Service Hours
	Receive outside
Service Hours
	Received at
any time

	1: Critical
	2 Hour(s)
	6 Hour(s)
	1 Day(s)

	2: High
	4 Hour(s)
	12 Hour(s)
	1 Day(s)

	3: Medium
	1 Day(s) 
	1 Day(s)
	2 Day(s)

	4: Low
	
	
	



The time interval to resolve is the amount of time from when the incident or request is reported until the ticket is marked resolved in the ITSM Tool.


	Metric Description
	Timeliness – Percentage of reported/discovered incidents and requests resolved within the defined time intervals, within the Reporting Window.  
This Service Level calculation is the total number of tickets that are resolved within the defined time intervals, within the applicable Reporting Window, divided by the total number of tickets resolved during the applicable Reporting Window, with the result expressed as a percentage. 


	Metric Inclusions
	· All tickets resolved during Reporting Window.

	Metric Exclusions
	· Any tickets that the Customer agrees should be excluded during Reporting Window.

	Calculation
	% Timeliness = ((Total number of tickets resolved within the defined time interval) / (Total number of  all tickets)) * 100

	Hours/Days of Measurement
	24 hours X 365 days

	Reporting Window
	Monthly

	Reporting Tools / Data Source(s)
	ITSM Tool

	 Reporting Format/s
	Preferred Format: Excel

Summary Report: Total Number of Tickets, Number of Tickets that Missed the Service Level, SLT, SLM, Actual SL, SLT Achieved [Yes/No], SLM Achieved [Yes/No]; 

Detail Inclusion Report: Ticket Number, Priority, Type of Service, Brief Description of Issue, Created Date/Time, Resolved Date/Time, Time to Resolve (hh:mm), Reason Interval was not Met

Detailed Exclusion Report: Ticket Number, Priority, Type of Service, Brief Description of Issue, Created Date/Time, Resolved Date/Time, Hold Time, Time to Resolve (hh:mm), Missed or Met Status, Reason for Exclusion


	Remedy Credit
	1.0% credit towards the total cost of the subsequent release





[bookmark: _Time_to_Resolve_5][bookmark: _Toc96504439][bookmark: _Toc96505390][bookmark: _Toc96515176]Time to Resolve - Security
	Service Level Reference 
	Class
	SLT
	SLM
	Earn Back
	Effective Date

	Time to Resolve - Security
	CM
	100%
	90%
	N/A
	[mm/dd/yyyy (TBD)]

	Definition
	The time intervals to resolve during the Reporting Window are defined in the following table:  

	Security Ticket Priority
	Incidents
	Requests

	
	Received during
Service Hours
	Receive outside
Service Hours
	Received at
any time

	1: Critical
	2 Hour(s)
	6 Hour(s)
	1 Day(s)

	2: High
	4 Hour(s)
	12 Hour(s)
	1 Day(s)

	3: Medium
	1 Day(s) 
	1 Day(s)
	2 Day(s)

	4: Low
	
	
	



The time interval to resolve is the amount of time from when the security-related incident or request is reported until the ticket is marked resolved in the ITSM Tool.

	Metric Description
	Timeliness – Percentage of reported/discovered security-related incidents and requests resolved within the defined time intervals, within the Reporting Window.  
This Service Level calculation is the total number of security-related tickets that are resolved within the defined time intervals, within the applicable Reporting Window, divided by the total number of security-related tickets resolved during the applicable Reporting Window, with the result expressed as a percentage. 

	Metric Inclusions
	· All tickets resolved during Reporting Window.

	Metric Exclusions
	· Any security-related tickets that the Customer agrees should be excluded during Reporting Window.

	Calculation
	% Timeliness = ((Total number of security-related tickets resolved within the defined time interval) / (Total number of  all security-related tickets)) * 100

	Hours/Days of Measurement
	24 hours X 365 days

	Reporting Window
	Monthly

	Reporting Tools / Data Source(s)
	ITSM Tool

	Reporting Format/s
	Preferred Format: Excel

Summary Report: Total Number of Security-Related Tickets, Number of Security-Related Tickets that Missed the Service Level, SLT, SLM, Actual SL, SLT Achieved [Yes/No], SLM Achieved [Yes/No]; 

Detail Inclusion Report: Ticket Number, Priority, Type of Service, Brief Description of Issue, Created Date/Time, Resolved Date/Time, Time to Resolve (hh:mm), Reason Interval was not Met

Detailed Exclusion Report: Ticket Number, Priority, Type of Service, Brief Description of Issue, Created Date/Time, Resolved Date/Time, Hold Time, Time to Resolve (hh:mm), Missed or Met Status, Reason for Exclusion


	Remedy Credit
	1.0% credit towards the total cost of the subsequent release



[bookmark: _Report_Delivery_2][bookmark: _Artifacts,_Reports_and][bookmark: _Toc96504443][bookmark: _Toc96505394][bookmark: _Toc96515180]Artifacts, Reports and Deliverables Delivery
	Service Level Reference 
	Class
	SLT
	SLM
	Earn Back
	Effective Date

	Report Delivery  
	CM
	100%
	95%
	N/A
	[mm/dd/yyyy (TBD)]

	Definition
	All project artifacts and contract deliverables including the post-implementation ITSM SLA reports delivered to the Commonwealth/agency on time with content and format requirements within the Reporting Window. Reports are to be delivered with five (5) calendar days into the subsequent Reporting Window.

	Metric Description
	Timeliness – Percentage of reports delivered as required. This Service Level calculation is the total number of Reports that were required to be delivered minus Reports not delivered on time and in compliance with content and format requirements during the applicable Reporting Window on or before the due date specified divided by the total number of Reports that should have been completed during the applicable Reporting Window, with the result expressed as a percentage

	Metric Inclusions
	· All Reports required during Reporting Window.

	Metric Exclusions
	· None 

	Calculation
	% Timeliness= ((Total number of reports scheduled to be delivered - Number of reports not delivered on time and in compliance with content and format requirements) / (Total number of reports scheduled to be delivered)) *100

	Hours/Days of Measurement
	24 hours X 365 days

	Reporting Window
	Monthly

	Reporting Tools / Data Source(s)
	ITSM Tool

	Reporting Format/s
	Preferred Format: Excel

Summary Report: Total Number of Reports, Number of Reports Missed, SLT, SLM, Actual SL, SLT Achieved [Yes/No], SLM Achieved [Yes/No]

Detail Inclusion Report: Report Description, Due Date, Actual Delivery Date, Number of Calendar Days Late, Reason Delivery Not Met

	Remedy Credit
	For a CM Class, 2.5% credit of the total cost of the subsequent release for each report delivered outside the SLM


	
	
	




[bookmark: _Toc96504444][bookmark: _Toc96505395][bookmark: _Toc96515181]Appendix A - Notes

NOTE 1: Supplier’s failure to achieve any Service Level will not constitute a Service Level Default or accrue toward a Service Level Termination Event to the extent such failure is directly attributable to any Force Majeure events.
NOTE 2: Supplier’s failure to achieve any Service Level will not constitute a Service Level Default or accrue toward a Service Level Termination Event to the extent such failure is directly attributable to any of the following: 
i) The failure or unavailability of equipment or other resources for which the Commonwealth is operationally and managerially responsible pursuant to the Contract, 
ii) Changes made to the environment by the Commonwealth that were not communicated in accordance with the Change Control Procedure or other method agreed upon by the Parties, i.e. any time in a pending Commonwealth action status will be excluded from any calculations.
iii) Scheduled and approved maintenance windows, and 
iv) [bookmark: _Availability_1][bookmark: _Incident_Notification][bookmark: _Time_to_Resolve_2][bookmark: _Time_to_Resolve_3][bookmark: _Incident_Notification_-][bookmark: _Change_Management_-_2][bookmark: _Change_Management_-_3][bookmark: _Report_Delivery_1][bookmark: _Toc75788877][bookmark: _Toc75788878][bookmark: _Toc75788926][bookmark: _Toc75788927][bookmark: _Toc95379176][bookmark: _Time_to_Respond][bookmark: _Availability][bookmark: _Toc77600836][bookmark: _Toc77600855][bookmark: _Toc77600874][bookmark: _Toc77600893][bookmark: _Toc77600918][bookmark: _Incident_Notification_Timeliness][bookmark: _Time_to_Resolve][bookmark: _Time_to_Resolve_1][bookmark: _Security_Incident_Notification][bookmark: _Change_Management_-][bookmark: _Change_Management_-_1][bookmark: _Report_Delivery]If there are any requests for exclusions to an SLA, including opposition to metrics, a waiver with appropriate review and signoff must be obtained by following the waiver processes established by the Commonwealth of Pennsylvania. 
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